
 

 

BP05:01.011 Information Security 

Under the direction of the President, the College shall develop an Information Security Program that 
shall include operational policies and procedures for access control, security auditing, cryptography 
controls, physical security, information classification, handling and disposal, personnel security, incident 
response, business continuity and disaster recovery, information security roles and responsibilities, 
systems development lifecycle, change control, vendor management, acceptable use, firewalls and 
information technology systems and network operations. 
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